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The Microsoft Intelligent Security Association (MISA) is an ecosystem of independent 
software vendors and managed security service providers that have integrated their 
security solutions with Microsoft to better defend against a world of increasingly 
sophisticated, fast-moving threats. aka.ms/MISA

Azure Active Directory
Secure access for a connected world

Jamf Pro and Connect integrated with Azure Active Directory ensures only 
trusted users on compliant devices can access secure company resources

Jamf | Jamf Pro & Jamf Connect

Learn More
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Jamf Pro Free Trial
Jamf Connect Free Trial
Azure Marketplace Listing
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Many organizations are struggling to keep data secure while embracing the new reality of remote/hybrid work and the evolution to the cloud. 
Users and data are now everywhere. Jamf Pro and Jamf Connect together integrated with Azure Active Directory enables organizations to 
ensure that only authorized identities on compliant Apple devices can connect to critical business applications by combining the best of 
management and security to create an experience that users love and a workplace that organizations trust. 

Azure Active Directory (Azure AD), part of Microsoft Entra, provides a 
complete identity and access management (IAM) solution with 
integrated security to manage and protect all your users and data. Azure 
AD is a multicloud identity platform that integrates with Microsoft 365, 
Windows, Intune, thousands of SaaS applications, and your hybrid 
identity environment to meet the needs of today’s enterprise.

Azure AD offers rich signal and security controls that empower 
employees, partners, and customers to be productive by providing 
seamless, secure sign-in experiences to applications and services while 
protecting identities from threats. Secure user credentials by enforcing 
strong authentication and Conditional Access policies. Efficiently 
managing identities ensures that the right people have the right access 
to the right resources.

• Enforce Microsoft conditional access policies on macOS, iOS, and iPadOS devices with real-
time remediation workflows to keep corporate data secure

• Zero touch onboarding  and Automated Device Enrollment

• SSO & MFA authentication and authorization into Jamf consoles and products

• Enforce delivery of Microsoft certificates on managed Apple devices

https://aka.ms/MISAproducts
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